
Why train your leadership team?

Almost half of all organisations in the UK fall victim to cyber 
security breaches every year, often leading to personal 
data breaches, interruption to business, financial loss and 
reputational damage. 

Many businesses still treat Cyber Security as a technical IT 
problem and believe the fallacy that they are not a target, 
but more and more are realising that Cyber Attacks such as 
Ransomware and business email compromise (BEC) represent 
a key business risk requiring visibility and focus at the executive 
level. This is where our cyber security leadership training 
comes in.

This half-day, non-technical cyber security leadership training 
course is designed to help business owners and leaders 
understand the key elements of cyber and information security 
related risks and practical steps required for a comprehensive 
cyber security strategy appropriate to their business.

We know that your job is flooded with requirements from all 
angles so we have balanced this course to be technical only 
where it has to be – the majority being about understanding 
the non-technical, pragmatic steps your teams can take to 
protect your business and how they should be setup to take 
them whilst still ensuring the business runs the way you need it 
to.  Cyber Security is a business wide issue, not just a technical 
and systems one.

Learning & Collaboration

Learning how to better protect your business and staff will be 
combined with the chance to mix with and learn from other 
leaders facing the same challenges at your level across a 
range of industries, which can be very impactful.  We are all 
fallible and collaborating around cyber security will benefit all 
businesses beyond the training. 

CYBER SECURITY 
TRAINING FOR BUSINESS 
OWNERS & LEADERS

This course focuses on:

•	 Understanding Cyber Security from a  
business perspective 

• 	Understanding relevant regulations and laws 

• 	Key risks and business implications 

• 	Common mistakes 

• 	Planning your Cyber Security Strategy – Key Steps

No specific technical knowledge is required; however, an 
appreciation of how electronic data is utilised within the 
business will ensure maximum benefit is gained from the course.

The course will include both presentation and group exercises 
to help attendees get to grips with identifying risks relevant 
to their organisations. The course runs from 9:30am through 
to 12:30pm. Refreshments are available from 9am, and will 
take place at CyberScale’s dedicated training facility on the 
outskirts of Norwich or Online.

CyberScale has extensive experience in designing and 
delivering business focused Cyber and Information Security 
training and workshops for many types and sizes of 
organisation; but, don’t just take our word for it, here’s what 
some of the previous attendees had to say:

“We’re seeing more and more cybercrime in the UK, 
and it’s important that we provide our people with 
the relevant training. CyberScale approached this 
project collaboratively, and really took the  
time to understand us and the housing sector. We 
found their employees knowledgeable, and the 
interactive sessions were exactly what we were 
looking for.” – Nadine Tapp, Head of Flagship’s Academy

“Darren’s delivery was excellent and easy to  
understand” – Yaxham Waters Holiday Park

“Excellent course pitched at the correct level for 
people who are not IT professionals” – Seajacks 

Book a Discovery Call to Discuss Your Security Needs
E-Mail: contact@cyberscale.co.uk
 
Call Us: 0800 030 6616

www.cyberscale.co.uk/contact


